/etc/pam.d/common-auth

auth optional pam\_tally.so deny=5 unlock\_time=900 onerr=fail audit even\_deny\_root\_account silent

/etc/pam.d/common-password

password requisite pam\_cracklib.so retry=3 minlen=8 difok=3 dcredit=-1 ucredit=-1 lcredit=-1 ocredit=-1 minclass=3 maxrepeat=2 maxsequence=3 gecoscheck enforce\_for\_root reject\_username

password sufficient pam\_unix.so use\_authtok obscure sha512 shadow remember=7